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1	Decision/action requested
This contribution proposes a new conclusion for key issue#2 and key issue#3 of TR 33.861.
2	References
[1]	3GPP TR 23.724, v1.2.0, Study on Cellular IoT support and evolution for the 5G System
[2]	3GPP TR 33.501, v15.3.1, Security architecture and procedures for 5G system
3	Rationale
It is concluded in TS 23.724 [1], 
“
Key Issue 1: Support for infrequent small data transmission
Solution 1 and solution 30 are recommended for normative work to support infrequent small data transmission via N6 and NIDD API.
”
According to solution 1 in TS 23.724 [1], the small data is transferred via N1, N11 and N6 interface. The UE shall register on the network and establish a PDU session for NAS transport. After successful PDU session establishment, the UE could send the small data in RRCEarlyDataRequest message using EDT method. When the UE moves to another TA, the UE shall perform Registration Request with Mobility Registration Update cause immediately at first in order to be available for MT data transmission. The UE will send the data in a NAS transport message. During this period, the AMF will never change.
[bookmark: _GoBack]Solution 1, solution 3 and solution 5 in current standard address the security aspect of NAS transmission. However, solution 3 and solution 5 consider AMF mobility case, it is not available for solution 1 in TS 23.724 [1]. Thus, it is proposed to address security aspect of NAS transmission based on solution 1, which is also align with current initial NAS protection procedure in 33.501 [2].
4	Detailed proposal
********** START OF 1st CHANGE **********
[bookmark: _Toc530127388]7	Conclusions
 7.2	Key Issue 2: Integrity protection of small data
Solution 1 is recommended for normative work to support integrity protection for infrequent small data transmission via NAS signaling.
7.3	Key Issue 3: Encryption of small data
Solution 1 is recommended for normative work to support encryption for infrequent small data transmission via NAS signaling.
********** END OF 1st CHANGES **********
